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Introduction 
SAIRS is a Web-based immunization information system that is capable of establishing and maintaining a 
repository of lifespan immunization data for the population of the City of San Antonio, Bexar County, 
Texas, and surrounding areas.  
 
The purpose of SAIRS is to consolidate immunization information among health-care providers, ensure 
adequate immunization levels, and avoid duplicate or unnecessary immunizations. 
 
SAIRS was developed through the efforts of Metro Health and the Centers for Disease Control and 
Prevention. 
 
Individual participation in the Registry is voluntary. Immunization records may be included in SAIRS 
unless the individual or parent/guardian has submitted a Request to Opt Out of SAIRS form. 
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Security 

Policy Statement  
It is the policy of the Metro Health Immunization Program to comply with the requirements of Texas 
Health and Safety Code, Chapter 181, Subchapter D, and federal HIPAA Standards for Privacy of 
Individually Identifiable Health Information (45 CFR, Part 160, and Subparts A and E of Part 164).  
 
Metro Health shall take reasonable measures to protect the health information contained within SAIRS 
from physical, technical, and administrative loss, theft, and unauthorized use and access. 

Uses of Registry Information 
Registry information shall be entered by and available to authorized users for the uses defined herein. 
 
1. SAIRS immunization data and other PHI shall be used by authorized users for the purposes of: 

a) Creating, consolidating, maintaining, and accessing computerized immunization records. 
 
b) Tracking and maintaining vaccine inventory information. 
 
c) Determining the immunization history of a patient and delivering health-care treatment 
accordingly. 
 
d) Generating reminder notices for patients who are due or overdue for immunizations. 
 
e) Generating informational notices to patients who have received a vaccine that has been 
recalled. 
 
f) Assessing the immunization rates of a clinic’s patient population. 
 
g) Generating official immunization records. 
 
h) Ensuring compliance with mandatory immunization requirements for school and childcare 
centers. 
 
i) Recording the distribution and use of countermeasures in response to a public health 
emergency. 
 
j) Fulfilling other purposes determined at the discretion of Metro Health’s Immunization 
Program Manager. 

Roles and Responsibilities 
 
All authorized users shall: 

a) Protect registry information from unauthorized access and misuse of information. 
 
b) Protect each username and password from discovery and never share passwords with 
anyone. 
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c) Access SAIRS only for legitimate immunization purposes relating to the user’s job duties. (See 
Uses of Registry Information.) 
 
d) Limit unauthorized physical access to computer systems, displays, networks, and 
immunization records. 
 
e) Ensure that printouts of SAIRS immunization records and reports are secure from 
unauthorized access. 
 
f) Log into SAIRS at least once a month to read current news announcements and prevent 
deactivation from non-use. 
 

 
Facility enrollees (e.g., physicians, nurses, clinic staff, and Metro Health staff) shall: 

a) On behalf of the Metro Health Immunization Program, notify patients, parents, or guardians 
of their right to have their information excluded from SAIRS. Enrollees shall display or provide 
the attached Disclosure Statement to patients, parents, or guardians. 
 
b) Shall provide a Request to Opt Out of SAIRS form to the patient, parent, or guardian when the 
patient, parent, or guardian elects to withhold or withdraw information from SAIRS. 
 
c) Seek patient or parental consent for ImmTrac participation and record consent in SAIRS. 
The signed ImmTrac consent shall be stored in the patient’s file. Metro Health may provide 
immunization records to ImmTrac, when patient or parental consent has been indicated in 
SAIRS. 
 
d) Promptly notify the SAIRS System Administrator when authorized users 
discontinue employment or require a change in access rights within 2 business days. 
 
e) Promptly notify the Registry Coordinator or SAIRS System Administrator of any threat 
to the security and confidentiality of SAIRS information. 
 
f) Implement reasonable administrative, physical, and technical safeguards to ensure the 
confidentiality, integrity, and security of the information contained in SAIRS. 

 
Patients, parents, and guardians shall: 

a) Submit a completed and signed Request to Opt-Out of SAIRS form, when electing to opt out of 
the registry, to 

Metro Health -- Immunization Program 
SAIRS Opt Out 

332 W. Commerce, Suite 108 
San Antonio, TX 78205 

Note: The registry will retain only core demographic information necessary to identify the 
patient who has chosen to opt out of SAIRS. This information is necessary to enable the Registry 
to filter and refuse entry of immunization information for the patient. Additionally, any prior 
immunization records associated with the client will be deleted from the Registry. 
 
b) Submit a completed and signed Request to Opt Into SAIRS form, when a Request to Opt 
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Out of SAIRS form has been processed and the patient, parent, or guardian wishes to once again 
participate in the Registry. 

Safeguards 
In accordance with Metro Health’s Notice of Privacy Practices, patients may inspect and obtain a copy of 
their or their child’s immunization record. Corrections or amendments to a record shall be made by an 
authorized user only when the patient or parent/guardian is able to demonstrate, through a credible 
source, that the record is incorrect. Credible sources include, but are not limited to, immunization 
records provided by: state, local, or national immunization registries; the patient’s doctor; or a hospital. 
 
User access to SAIRS shall be granted only after the user’s affiliated organization has completed and 
submitted a signed SAIRS Facility Enrollment Form to the Metro Health Immunization Program and the 
user has submitted a signed SAIRS User Security and Confidentiality Agreement. 
 
The following physical safeguards shall be implemented to ensure the confidentiality, integrity, and 
security of the information contained in SAIRS. 

a) Users shall ensure that their computer screen is not easily viewable by persons not authorized 
to view a particular patient record. 
 
b) Reasonable steps shall be taken to ensure that the SAIRS server environment is protected 
from unauthorized physical access, tampering, theft, and physical damage, while ensuring that 
access by properly authorized Metro Health or ITSD employees is granted. 

 
The following technical safeguards shall be implemented to ensure the confidentiality, integrity, and 
security of the information contained in SAIRS: 

a) Users shall be automatically logged off the Registry after 30 minutes of inactivity. 
 
b) Unique identifiers and passwords are used to authenticate users and make it possible to hold 
users accountable for their actions. 
 
c) SAIRS user accounts shall be automatically locked after three failed password attempts. 
 
d) SAIRS shall enforce a strong password policy. Passwords shall: 

(1) be a minimum of eight characters; 
(2) contain both upper and lower cases;  
(3) contain at least one number; 
(4) contain at least one symbol; 
(5) expire every 120 days; and 
(6) not be reused for a minimum of 5 occurrences as defined by the SAIRS 
Administrator. 

 
e) Application logs shall record all transactions of access to patient information. 
 
f) All PHI is encrypted before transmission over the Internet. The SAIRS application is secured 
through the use of an SSL certificate. 
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General 

Recommendations for giving SAIRS Official Immunization Records 
a) The maximum amount that a patient should be charged for a copy of their immunization 
record is $6.00. 
b) A copy of the updated immunization record should be provided at no charge to the patient 
after receiving a vaccine. 
c) All authorized SAIRS users should verify relationship, identification, and age (at least 18) of 
person requesting an official immunization record. The person may have the record if they are: 

(1) the patient, if over 18 years old or emancipated; 
(2) the minor patient’s parent or legal guardian; 
(3) the minor patient’s grandparents, brother, sister, aunt, or uncle when presenting the 
patient for vaccine administration (the presenting relative must be at least 18 years of 
age);  
(4) any person who can produce a written authorization from the patient, parent, or 
guardian.  
(The authorization must include the patient’s name, date of birth, current address, a 
telephone number to confirm authorization, and the patient’s health-care provider’s 
name.) 
(5) Pregnant minors/minors with children can consent to vaccines recommended for 7 
years olds and under.  

d) SAIRS users shall not provide any personal health information to persons whom the patient, 
parent, or guardian has specifically identified as not authorized to receive such information. 
e) Providers should notate these restrictions as a patient note in SAIRS. 
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Enrollment Procedures 
 

Eligible Facilities  
Only organizations with a legitimate purpose for adding, updating, reviewing, or printing immunization 
records are permitted to enroll in SAIRS. Legitimate purposes include, but are not limited to, vaccine 
administration and immunization assessment for school or day care admittance.  

The most common types of eligible organizations are medical practices (Pediatrics, Family Practice, 
OB/GYN, etc.), hospitals, community clinics, Federally Qualified Health Centers, state and local health 
departments, schools, day care facilities, and pharmacies.  

Facility Enrollment Form  
General Instructions  

If your organization administers vaccines, an enrollment form should be completed for each clinic 
associated with your medical group or corporation. For example, a pediatric group with three locations 
would complete an enrollment form for each location.  

If your organization does not administer vaccines and view-only access is needed, only one enrollment 
form should be completed for your organization, regardless of the number of locations. For example, a 
school district needs to complete only one form for all of the district’s campuses. (If you are a school 
district that administers vaccines, please contact the SAIRS System Administrator at (210) 207-8716 for 
special instructions.)  

Facilities will be required to renew their enrollment periodically.  

Section 1: Facility and Contact Information  

Enrollment Type: Please check New Enrollment if your facility is not currently enrolled in SAIRS, check 
Remove Enrollment if you wish to deactivate your enrollment, or check Change/Renew Enrollment if you 
wish to change or continue your SAIRS enrollment.  

Facility Name: Print the name of your facility. If you are a part of medical group or corporation with 
multiple locations, please make a distinction in the Facility Name, for example, XYZ Pediatrics – Main St.  

TVFC PIN#: If you participate in the Texas Vaccines for Children (TVFC) program, please provide your 
assigned TVFC PIN#.  

Type of Facility: Please check one. If you check “other,” please specify the type of facility.  

Medical Group: If your facility is associated with a medical group or corporation, please print the group 
name, for example, XYZ Pediatrics Group. If you do not provide a group name and have multiple facility 
locations, you will be unable to run reports at the group level.  
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Facility Address: Print the physical address for your facility. If the mailing address is different than the 
physical address, please provide the mailing address in the space provided.  

Contact Information: Each facility must designate a primary and secondary contact to serve as official 
representatives for your organization. The primary contact should be either the facility manager or 
prescribing physician; the secondary contact should be a staff member who can take over for the 
primary contact. Print the contacts’ business telephone numbers, office fax numbers, and the e-mail 
addresses in the provided spaces. If you do not have an e-mail address, it is highly recommended that 
you acquire one from one of the many free e-mail services available over the Internet. Please note that 
the e-mail will only be used to send non-confidential information regarding future SAIRS events and 
informational correspondence. Your e-mail will not be shared with any other entity outside of the San 
Antonio Metropolitan Health District (Metro Health).  

Administering Immunizations: If your facility administers vaccines (even if you only administer the flu 
vaccine), check Yes. If your facility does not administer vaccines, check No.  

Section 2: Vaccine Reporting Method  

The reporting method is how your facility will submit vaccine administration data to Metro Health. 
There are three methods for reporting vaccines:  

1. Direct Data Entry: This reporting method provides you with the most control over your patients’ 
registry records. With this method your staff can log on to SAIRS and enter and update patient vaccine 
records.  

2. HL7 Data Exchange: HL7 (Health Level 7) is an international standard for exchanging health-related 
information between organizations and medical applications. The SAIRS technical team will work directly 
with your Electronic Medical/ Health Record (EMR/ EHR) or Practice Management (PM) systems vendor 
to establish the data exchange. Provide your EMR/EHR/PM vendor contact information in the space 
provided. If you select this method but do not provide your vendor information, the direct data entry 
method will be assigned to your facility. For facilities electing this option and providing vendor contact 
information, paper submissions will be accepted during the transition to HL7 interface or you may 
choose to use the direct entry method.  

3. Paper Submission: The SAIRS Team recognizes that some facilities may not currently have the 
computer infrastructure to enter data directly or submit data electronically. If your facility wishes to 
continue submitting registry data via paper submission, you will need to complete and submit a SAIRS 
Direct Entry Exemption Form. Include in your justification the approximate number of patients currently 
serving. This form is subject to approval by the SAIRS Administrator. 

Section 3: Inventory Type  

If your facility administers vaccines, you must complete this section.  
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A utility to track your vaccine inventory is built into SAIRS. There are three options for tracking 
inventory. Select the method appropriate for your facility.  

Type 1 – No SAIRS Inventory Control  

Select this option if you intend to submit vaccine records via HL7 data exchange. If you have obtained 
approval to be exempt from direct data entry, you may select this option. A SAIRS Direct Entry 
Exemption may be given to a facility that is unable to perform direct entry due to lack of computer 
infrastructure.  

Type 2 – Partial SAIRS Inventory Control  

Under this option, the facility enters manufacturer, lot number, expiration date, and funding source for 
each vaccine in stock. Facility users are then able to select the vaccine from a drop-down list when a 
dose is administered. Unlike the full inventory control, partial inventory control does not keep track of 
remaining inventory, waste, or doses used; however, this option will support vaccine recall. If you do not 
wish to use the full inventory control but will be directly entering vaccines administered, select this 
option. Training for this option will also be available from the SAIRS Team.  

Type 3 – Full SAIRS Inventory Control (Recommended)  

This is the preferred method of inventory tracking if your facility will be entering vaccines directly, 
especially if you use TVFC vaccine. The full inventory control tracks manufacturer, lot number, expiration 
date, funding source, and number of doses. When you administer a vaccine, you simply choose from the 
vaccines you have entered into your inventory. Several inventory reports are available to help you 
reconcile inventory or submit for TVFC compliance. While this type of inventory control requires some 
diligence and effort to record inventory and to perform periodic reconciliations, it will enable you to 
easily document waste, prevent and control use of expired vaccine, perform vaccine recall easily, and 
estimate vaccine needs. If you choose this method, the SAIRS Team will work closely with your staff to 
help you transition to this type of inventory control.  

Section 4: Authorizing Physicians  

Please list the name, medical license number, and licensing state for each physician under whose 
authority vaccines are administered.  

Section 5: Signature  

After reading the terms of SAIRS Facility Enrollment, please sign and date at the bottom of Section 5. 
This section must be signed by someone with the authority to enroll the facility into SAIRS, such as a 
managing physician or facility manager/administrator.  
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Submission of Enrollment Form  

You may either mail your enrollment form to the San Antonio Metropolitan Health District – SAIRS at 
332 W. Commerce St., Suite 108, San Antonio, TX 78205, or fax it with a cover sheet on facility 
letterhead to (210) 207-0751.  

User Security and Confidentiality Agreement  
To establish a user account please read, complete, sign, and submit the User Security and Confidentiality 
Agreement (User Agreement). The User Agreement must also be signed by the facility 
manager/physician authorizing access. This should be the same person who signed Section 5 of the 
Facility Enrollment Form. Facility managers/physicians should only authorize individuals who have a 
legitimate immunization-related purpose. The SAIRS Administrator will only issue individual user 
accounts. Shared accounts are prohibited. Access will only be provided after receipt of the User 
Agreement.  

NOTE: All SAIRS Users must log in to the system at least once a month to avoid being deactivated for 
non-use by the SAIRS Enrollment and Security Team. 

When completing a User Agreement: 

a) Print clearly.  

b) Please provide the user’s e-mail address. It may be either a business or personal address. 
Metro Health respects privacy and will not share e-mail addresses. The sole purpose of this 
information is to communicate with the user regarding SAIRS.  

c) Indicate Yes, if the user administers vaccines to patients. Users who indicate Yes can be 
selected from a drop-down list to populate the “GIVEN BY” field when entering an immunization 
event. The drop-down list will only display users associated with a given facility. Users who 
indicate No will NOT be included in the drop-down list.  

d) Please provide an identifier such as Employee ID or Date of Birth. This information will be 
used for the sole purpose of identifying the user when he/she calls the SAIRS Help Desk for 
account assistance. 

e) Check each role that the user performs. Your access to SAIRS will be based on the roles 
checked.  

f) Each user must be associated with at least one facility. If the user works from multiple 
facilities, please list all facilities. If your facility participates in the Vaccines for Children (TVFC) 
Program, please indicate the facility’s TVFC PIN#.  

g) Ensure that the user signs and dates the agreement.  

h) Ensure that the facility manager or authorizing physician signs and dates the agreement.  
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i) It is recommended that the user retain a copy of the agreement for his/her personal records 
and a copy of the agreement be placed in the user’s personnel file.  

Mail the completed User Agreements to the San Antonio Metropolitan Health District – SAIRS at 332 W. 
Commerce St., Suite 108, San Antonio, TX 78205, or fax it with a cover sheet on facility letterhead to 
(210) 207-0751.  

The SAIRS System Administrator will provide access in the following manner:  

a) Only users associated with facilities that administer vaccines and perform direct entry will be 
given access to update patient and immunization information.  

b) Only users associated with facilities that administer vaccines and perform direct entry will be 
given access to the inventory utility.  

c) Users associated with facilities that do not administer vaccines will be given view-only access 
to SAIRS.  

d) Staff who administer vaccines but don’t need to utilize the system (i.e. for direct entry 
purposes, this person needs to have a SAIRS account so that their name appears as a vaccine 
administrator) will not be given any privileges within SAIRS but will have an account that will not 
be deactivated for non-use by the Enrollment and Security Team.   

Facilities desiring specialized access should contact the SAIRS Administrator at (210) 207-8716.  

The SAIRS System Administrator will provide the user’s log-on and initial password to either the user’s 
email provided on the form or to the facility’s primary contact. Users will be required to change their 
passwords when they first log on to SAIRS. 
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Direct Entry 

General Information 
User training for direct entry is provided online at: http://www.sanantonio.gov/health/Immunizations-
SAIRSprovidertraining.html. 

If in-office training is necessary, the Facility Authority/ Primary contact should set up an appointment 
with a member of the SAIRS Provider Relations Team.  

The SAIRS team will advise your clinic location when paper submission can stop. This will be your “Go 
Live” date.  

Once you are advised to stop paper submission, SAIRS no longer needs those consent forms from your 
clinic. However, if you are a TVFC provider, remember that you still must meet all TVFC documentation 
requirements such as TVFC eligibility, vaccine consent, vaccine refusals, VIS date, etc. 

If SAIRS is ever down temporarily or unavailable (i.e. office internet connectivity issues), you can use the 
SAMHD consent form and 

a) Use for data entry once system recovers, OR 

b) Submit by mail. 

Please be sure to notify the SAIRS Team.  

SAMHD will no longer accept patient immunization record requests from your office.  

All clinic staff who administers vaccines MUST have a user account. To avoid deactivation, please let the 
SAIRS Team know if these people will not be actively utilizing the account. 

Always check that your provider/clinic is correct when you log in, especially if you work at multiple clinic 
locations.  

Data Quality 
Good search practices 

SAIRS contains over 1.3 million patient records, so search again before you decide to create a new 
patient record.  

For child patients- Unless your patient was not born in Bexar County, it is highly unlikely that the patient 
needs a record created in SAIRS. Patients born in Bexar County after February 1, 2012 automatically 
have a record created from Vital Statistics.  

To avoid creating a duplicate record, please practice the following search tips: 

 a) For the first search, use only the first two letters of the first and last name. 

http://www.sanantonio.gov/health/Immunizations-SAIRSprovidertraining.html�
http://www.sanantonio.gov/health/Immunizations-SAIRSprovidertraining.html�
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 b) Narrow the search further using: 

- First two letters of first and last name+ DOB 

- First Name+ Last Name 

- First Name + DOB 

- Ask parent about any name changes 

- Try searching by Medicaid ID 

 c) If the patient was born recently in Bexar County and the record is not in SAIRS- make sure it’s 
been 30 days since the date of birth before creating a new record. This gives Vital Statistics time to 
upload the birth information. Even if your practice gave the birth Hepatitis B dose, please wait until 
the 1 month old visit before creating a SAIRS record.  

 d) If the name in SAIRS is misspelled- fix the existing record- do not create a new one.  

 e) If the patient is married and grew up in Bexar County, search using their maiden name. 

Patient Demographics 

Try to capture as much demographic information as possible in SAIRS- this will help determine if a 
duplicate record for that patient needs to be combined. This is extremely important for adolescents and 
trying to match them up with their child immunization record.  

Good things to update on the Patient Demographics page at every patient visit: 

 a) TVFC eligibility: MUST be updated BEFORE adding any vaccine information. 

b) Current mailing and physical address 

c) Medicaid ID or other insurance policy number (can search for patient by Medicaid ID if you 
put it on their demographics page.) 

 d) Guardian information 

 e) Mother’s maiden name (last name before first marriage) 

 f) Phone number 

 g) If the patient is part of a multiple birth 

h) Local id (can search for patient by your clinic’s local id if you put it on their demographics 
page.) 

If after searching multiple times and ways, you need to create a new patient record: 
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 a) Use the legal name only. Use the alias field for other names.  

 b) Add all of the information listed above (A-H). 

If the patient was recently adopted:  

a) Collect copies of court order and other legal documentation first. 

b) Change the demographics page to reflect the new name, address, etc.  

c) Do not leave any demographic information from before the adoption. 

If you find a duplicate record for your patient in SAIRS: 

To get the records combined as soon as possible: call the help desk with the SAIRS patient IDs of 
the record to keep and the record to delete (vaccine info will be combined with the keep 
record.) 

To get the records combined at a later time by SAIRS staff: 

a) Select the record to keep. 

b) Click “Duplicates”. 

c) Click the magnifying glass icon to search for the duplicate record and double click the record. 

d) The duplicate patient should show up in the “Patient ID” field. 

e) Click “Add to Duplicates”. 

This duplicate record will be added to the system report that is run daily by SAIRS Staff who 
review and combine the potential duplicate patients. 

 

Patient Immunizations 

Once your clinic starts direct entry, you have taken ownership of your patients’ immunization records, 
therefore the quality of the data going into the registry is extremely important and your responsibility. 

Remember- adding a vaccine to a patient’s immunization record is a two step process: 

 1) Add Vaccines 

 2) Administer Vaccines 

The vaccine will not go on the official record until both steps are complete. 

Remember to add immunization history if any vaccines are not already on the SAIRS record! 



 

17 
 

Good tips for great data quality: 

a) Make sure the correct date of administration is selected at the Add Vaccines step. This is the 
date that the vaccines were administered to the patient, not necessarily the current date. Be 
sure to check the year as well. 

b) Ensure that all users are selecting the correct vaccine lot number and funding source at the 
Administer Vaccines step and updating VFC eligibility on the Demographics page first.  

c) Use the correct body site codes and routes. (See appendix for list of codes.) 

d) Check the defaulted dosage at the Administer Vaccines step. It may need to be adjusted for 
the influenza vaccine. 

e) Run the Vaccines Added but Not Administered report daily, weekly, or at least monthly: 

*This report will show if any user did not complete the Administer Vaccines step. Any 
results on this report need to be investigated and corrected- these vaccines will not 
show on the official immunization record.  

If the vaccine WAS administered, then complete the step.  

If the vaccine was NOT administered, then go back and delete the vaccine from 
the immunization record. 

If the vaccine WAS administered, but the lot number does not show up as an 
option on the Administer Vaccine screen, then check if it is still in your working 
inventory and have your inventory person add it in SAIRS. If it has expired or depleted- 
then delete the vaccine and add it using the Add History page.  

f) Utilize the Recommender Tool that shows what vaccines are due for that patient. This is a 
great tool to help staff understand the ACIP Recommended Immunization Schedules but this should 
never replace medical decision making. This tool is also helpful for staff who schedule next patient 
appointments.  

 

Requirements 
1) Timeliness: All administered vaccines must be entered on to the patient records in SAIRS within 5 
business days from the date of administration. The best practice is to enter the vaccine information 
the same day that the event occurred. 

2) Documentation: All direct entry TVFC providers must stay compliant with the TVFC 
documentation requirements. Please direct questions regarding documentation to your TVFC 
contact.  
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3) Data Quality: If the SAIRS Team identifies any data quality issues, these must be corrected within 
2 days of the notification. 

Contact Person 
The contact for your facility: 

a) Serves as the liaison between the SAIRS Team and the rest of the direct entry facility’s users.  
 

b) Should have the ability to make decisions for the facility as far as vaccines are concerned.  
 

c) Is the primary and secondary contact on the Enrollment Form. 
 

d) Will notify the SAIRS Team if any of the contact people no longer work at the facility. The 
secondary contact will take over as the primary contact and a new secondary contact needs to 
be assigned.  

As a primary or secondary contact for your clinic, you are expected to: 

a) Address data quality issues within 2 days of notification by SAIRS Team. 

b) Notify the SAIRS Team of deactivated user accounts within 2 days of the user’s last work day. 

c) Provide an active email account and check the inbox at least weekly. Any communication via 
email from the SAIRS Team will be sent securely. 

d) Attend SAIRS-hosted user group meetings. 

e) Have the authority to sign/ authorize user agreements. 

f) Run the Vaccines Added but Not Administered report at least monthly. (See Patient 
Immunizations section) 

g) Check the inventory in SAIRS for accuracy. 

 

Inventory Requirements 
If you are doing direct entry, you must choose an inventory type. For descriptions, please see the Facility 
Enrollment Form section. The SAIRS Team suggests starting out with Partial Inventory (Type 2) to get 
used to direct entry. Once you feel comfortable, you may be upgraded to Full Inventory (Type 3). 

For both direct entry inventory types, please follow these tips to prevent issues: 

a) Add all received inventory on the same day of receipt.  

b) Delete depleted and/or expired inventory on the day of occurrence. 
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c) Take care in selecting matching NDC numbers and entering correct lot numbers. 

d) Check the defaulted route for accuracy. 

e) Add all inventory from all funding sources.  

Full Inventory Requirements 
Tracking vaccine inventory to the dose-level requires attention to detail and great communication 
among all vaccine administrators. Full inventory providers must reconcile their inventory at least 
monthly. This process is like balancing a checkbook. 

Please follow these tips to prevent an unbalanced inventory: 

a) Adjust for wasted and mishandled doses the same day of occurrence.  

b) Be mindful of dates. Accidentally typing in the wrong month or year can mess up your 
reconciliation since it only looks at transactions during a certain date range.  

c) Adjust for extra doses the same day of occurrence. A best practice for tracking these doses is to 
keep tick marks on the vial. 

d) TVFC transfers must be approved by TVFC vaccine manager prior to system transfer. 

e) Understand that editing a vaccine lot number and/or expiration date after it’s been in your 
inventory will cascade the changes to all patient records who received that particular vaccine. 

f) Use the comment field when adjusting your inventory. It helps keep track of why the adjustment 
took place. 

g) Reconciliation must be done at least monthly after the last patient of the day. A best practice tip 
is to perform a physical count of your inventory weekly and compare to your SAIRS inventory. 

h) If you are having trouble reconciling, please refer to the Reconciliation Troubleshooting Guide 
before calling the SAIRS Team (available on SAIRS website). 
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HL7 Data Exchange 

General Information 
Please visit the Metro Health webpage for the most current HL7 information regarding timeframes, 
specifications, and requirements.  

http://www.sanantonio.gov/health/Immunizations-SAIRS-HL7-Provider.html 

The SAIRS team will advise your clinic location when paper submission can stop.  

Once you are advised to stop paper submission, SAIRS no longer needs those consent forms from your 
clinic.  

If your EMR is ever down temporarily or unavailable (office internet connectivity issues), you can use the 
SAMHD consent form and 

a) Submit by mail, OR 

b) Use for data entry once system recovers. 

Please be sure to notify the SAIRS Team.  

The SAIRS team will work with your EMR vendor to ensure messages are valid prior to going live. After 
the interface is turned on, the SAIRS Team will monitor the data feed for 30 days. 

The EMR vendor should systematically ensure that all required fields such as vaccine type and 
manufacturer are consistent with HL7 coding. The SAIRS Team reserves the right to change the data 
requirements at any time. 

EMR systems with free-text vaccine fields will not be accepted for SAIRS HL7. 

 

Data Quality 
The vaccine information that is entered into your EMR is the exact vaccine information that goes on 
your patient’s official immunization record in the registry. For this very reason, data quality is extremely 
important.  

If at anytime you discover any errors or issues with records in SAIRS not matching the data in your EMR, 
please contact the SAIRS HL7 Coordinator. Examples of issues include: incorrect vaccine type, date of 
administration, clinic code, duplicate vaccines, or missing vaccines that had been administered and 
entered into your EMR. 

Please make sure you capture the following information in your EMR system. 

 

http://www.sanantonio.gov/health/Immunizations-SAIRS-HL7-Provider.html�
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Patient Demographics 

a) Legal First Name,  Last Name (be mindful of spaces and hyphens), Middle Name (separate from 
first name field) 

b) Date of Birth 
c) Mother’s maiden name (last name before marriage) 
d) Phone number (area code required) 
e) Address (physical required, mailing optional) 
f) County 
g) Insurance company/Insurance ID (Used to help identify duplicate records only) 

a. Can put “other” if company is unknown 
b. VFC providers must provide Medicaid information on eligible patients 

h) VFC eligibility 
a. if EMR doesn’t capture info, will be “unknown” in SAIRS 
b. if EMR does capture info, must be standard VFC codes  

1. Enrolled in Medicaid 
2. Does not have Health Insurance 
3. American Indian or Alaskan Native 
4. Is underinsured (FQHCP) 
5. Enrolled in CHIP 
6. Not VFC Eligible 

 

Vaccine Administration Data  

a) Vaccine Type (CVX code preferred) 
b) Lot Number 
c) Manufacturer 
d) Body Site 
e) Route of Administration 
f) Date of Administration 

Requirements 
EMR Vendor: 

a) Must sign a SAIRS HL7 Access Agreement. (SAIRS Team will work with Vendor.) 

b) Must have at least one direct contact per EMR vendor and notify the SAIRS Team if this 
contact person changes. 

c) Requires one SAIRS username and password. 

d) Must meet all security requirements. 

e) Must address all data quality concerns as soon as possible. 
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Provider: 

a) Meet enrollment requirements: fill out and sign a SAIRS Facility Enrollment form. 

b) Must display the provided Disclosure Statement to patients. 

c) Maintain at least one SAIRS user account (cannot share). 

d) Cannot submit record requests to SAMHD. 

e) Must make every effort to match the patient name in the EMR with SAIRS. 

f) For new patients: must print out SAIRS record and use for history (not unformulated vaccine 
data from patient card). 

g) Must stay compliant with the TVFC documentation requirements. Please direct questions 
regarding documentation to your TVFC contact.  

h) Must fill out an HL7 Clinic Contact Info Sheet. 

Contact Person 
The contact for your facility: 

a) Serves as the liaison between the SAIRS Team and the rest of the direct entry facility’s users.  

b) Should have the ability to make decisions for the facility as far as vaccines are concerned.  

c) Is the primary and secondary contact on the Enrollment Form.  

d) Will notify the SAIRS Team if any of the contact people no longer work at the facility. The secondary 
contact will take over as the primary contact and a new secondary contact needs to be assigned.  

As a primary or secondary contact for your clinic, you are expected to: 

a) Address data quality issues within 2 days of notification by SAIRS Team. If data quality is a continued 
unresolved issue, SAIRS reserves the right to disconnect data exchange. Once issue has been resolved, 
connection will be reestablished. 

b) Notify the SAIRS Team of deactivated user accounts within 2 days of the user’s last work day. 

c) Provide an active email account and check the inbox at least weekly. Any communication via email 
from the SAIRS Team will be sent securely. 

d) Attend SAIRS-hosted user group meetings. 

e) Have the authority to sign/authorize user agreements. 
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Paper Submission 

General Information 
Providers are encouraged to move forward with the new registry technology, but the SAIRS Team 
recognizes that direct entry and HL7 may not be feasible for all offices. In the case that you: 

a) Do not have a reliable office internet connection, or 

b) Do not have more than one operational computer device, 

then paper submission will continue for your office.  

If you administer a very low volume of vaccines (ex: less than 1 dose per week), then the SAIRS Team will 
give your office the choice of direct entry or paper submission. 

Data Quality/ Requirements 
• Complete and submit a Direct Entry Exemption Form. 

• Use most current consent form unless given permission by the SAIRS Team. 

• Completeness of form- will be returned if incomplete or inaccurate.  
o Verify accuracy, completeness, and legibility of the entire form 
o Completeness of vaccine information 

 Correct Vaccine Type/Trade Name 
 Lot Number 
 Manufacturer 

o Must print vaccine administrator name and sign 
o Attempt to include SAIRS patient ID and clinic name 

• TVFC requirements for timeliness 
o Send in completed consents at least weekly (even if you only have one form). All 

vaccines administered must be entered into the registry within 30 days. 

• Consents sent in should ONLY include vaccines actually administered to patient- if the vaccines 
were refused or not given then do not send in a form. 

• Vaccine history for new patients should be sent in, either filled out on the reverse side of the 
consent form OR stapled to the consent form.  

Responsible Person 
• Address data quality issues within 2 days of notification by SAIRS Team. 

• Notify SAIRS Team member of deactivated user account within 2 days of last work day. 

• Must provide an email account and check inbox at least weekly. 
o Will send emails via secure email 

• Attend SAIRS-hosted user group meetings 

• Can sign/ authorize user agreement 
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Help Desk 
If you need help with any SAIRS-related issues, the fastest way to receive assistance is to call  
(210) 207-5071 and you will be transferred to the appropriate team member if necessary. 
 
Hours of operation: Monday-Friday between 8:00am-4:00pm. (Closed on City of San Antonio holidays.) 

Please have your SAIRS Username and phone password ready. 

Quick Tips:  

To re-set your password, click on “Forgot your Password?”on the SAIRS login screen. 

You have three login attempts before your account is locked and at that point you must call the 
help desk. 
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